
Allowing Cisco AnyConnect to coexist with ESET Smart Security 5

1. Launch the ESET configuration utility by right clicking on the system tray icon and choosing 
Open ESET Smart Security 5.

2. Click on Setup and choose Web and email.



3. Click on Configure under Web access protection.



4. In the setup dialog expand Protocol filtering and choose SSL. Set the SSL protocol filtering 
mode to “Always scan SSL protocol”.

5. Expand “Web access protection” and choose “HTTP, HTTPS”. In the HTTPS scanner setup set 
the HTTPS filtering mode to “Do not use HTTPS protocol checking”.



6. Now that HTTPS protocol checking is off return to Protocol filtering → SSL and set the SSL 
protocol filtering mode back to “Do not scan SSL protocol”. Click OK when done.

7. Cisco AnyConnect should now function without problems.


